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Abstract of the contribution: Proposes a solution for key issue 2, by introducing a method of IP address reservation between the UPF and SMF.
Discussion

Introduces a solution for key issue 2 using a method of IP address reservation by the UPF, to maintain the existing SMF allocation procedures unchanged.
Proposal
It is proposed to add the following solution as new text to the TR 23.726.
**** Start of changes (all new text) ****

6.x
Solution X: One-time IP Address reservation for SMF by UPF
6.x.1
General

This is a solution for key issue 2.
Instead of the SMF possessing the IP Address allocation from either, a number of pre-configured pools or external central allocation entity (DHCP or RADIUS), the SMF would instead request the UPF to reserve IP addresses on its behalf, and from these reserved IP addresses the SMF allocates an IP address to a PDU.  The SMF would then request additional IP addresses when it needed to allocate an IP address to an PDU and it has no IP’s reserved for a given UPF.  The number of IP addresses reserved would need to be flexible allowing many addresses to be requested (for frequent services) at a time, or as few as one (in which case a request would need to proceed any allocation).
These IP addresses are used only once per reservation, once allocated by the SMF they return to the un-reserved state and can be used in subsequent reservations (i.e. the SMF receives a one-time list of IP addresses).
Different services, dependent on local configuration, could utilize service specific reserved IP addresses, this would require the UPF to support multiple IP addresses ranges for reservation.
Editor’s Note:
How the UPF receives and manages the IP addresses (including requesting additional IP address) it uses for the purpose of reserving toward the SMF is FFS.
6.x.2
Architecture Aspects

6.x.2.1
UPF

The UPF may support reservation of IP addresses.

If the UPF supports IP address reservation (and is configured to use the function), the UPF will manage the range (or ranges) of user IP addresses that route via the UPF and are routed to the UPF by the surrounding IP networks.  When requested by a SMF to reserve a number of IP addresses, the UPF will respond with a list of the IP addresses reserved (or range of IP addresses reserved) and manage the reservation status of its user IP addresses accordingly.  The UPF manages the IP reservations status toward each SMF instance, and when it receives a PDU establishment request ensures that the IP address assigned is one that has been reserved by the requesting SMF.


Once a UPF has allocated (based on SMF instruction) a user IP address to a PDU session, and that session has subsequently released, the IP address is no longer reserved, and could subsequently be reserved again by the same SMF or a different SMF.
6.x.2.2
SMF

The SPF may support reservation of IP addresses.

If the SMF supports IP address reservation (and is configured to use the function), the SMF will determine to request IP addresses reservation prior to IP allocation to a specific PDU; the trigger to request reservation could be determined by some algorithm (e.g. less than 10% remaining), or in direct response to a PDU setup when the SMF has insufficient IP reservations.  The SMF will send a reservation request to the UPF to request 1 or more user IP addresses.  Once the SMF receives the list of IP addresses (or IP address ranges) reserved for it, it can manage these resources, and use them to when allocating IP addresses when activating PDU sessions towards UE’s.
Once a SMF has allocated a user IP address to a PDU session, and that session is subsequently released, the IP address is no longer reserved, and released back to the UPF; the SMF may however receive the same IP address in response to a subsequent reservation request.
Editor’s Note: Whether and how the SMF can un-reserve IP addresses it has requested is FFS.
6.x.2.3
User IP Reservation Procedure


[image: image1]
Figure 4: User IP Reservation Procedure
1.
SMF determines that it requires to reserve more IP addresses for a specific UPF.

2.
The SMF requests the UPF to reserve 1 or more IP addresses for allocation by the SMF.

3.
UPF reserves requested IP addresses for the requesting SMF and responds to the SMF indicating the reserved IP addresses or IP address ranges.

NOTE: Steps 2&3 may occur within the PDU establishment procedure as defined in 23.502[x] 4.3.2

6.x.3
Impacts on existing nodes and functions

New procedure for N4 interface.

Impact to SMF

· SMF needs to support IP address reservation and release (and only use it when configured and only with UPF’s that support the functionality)
· SMF may need to support reservation multiple IP address ranges (different IP addresses for different PDU types or service type).

· SMF needs to be configured to know how many IP addresses to request for a given reservation group.

· SMF needs to support an algorithm that determines when to reserve more IP addresses for a specific UPF.  If SMF has multiple reservation groups then the algorithm may be different per group.

Impacts to UPF

· UPF needs to support IP address reservation, and indicate support to SMF.
· UPF needs to manage the pool of IP addresses that route to it.

· UPF has to keep track of which IP addresses have been reserved and which are free for allocation.  This may be further complicated if multiple IP address ranges are supported by a single UPF.

· UPF needs to manage the exhaustion of IP addresses when too many are requested by SMFs (e.g. ask for additional addresses from the IP network, or reject SMF requests)
6.x.4
Solution Evaluation

Editor’s Note:
Evaluation of the solution is FFS
**** End of Changes ****
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